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U.S./Mexico Border Highway Carrier 

Agreement to Voluntarily Participate in Customs-Trade Partnership Against Terrorism (C-TPAT)
This Agreement is made between ________________, of _______________ (hereafter referred to as "the Carrier") and the United States Customs and Border Protection (hereafter referred to as “CBP”).

This Agreement between the Carrier and CBP is intended to enhance the joint efforts of the Carrier and CBP to develop a more secure border environment by focusing on the physical security of the production, transportation and importation elements of the supply chain process. CBP and the Carrier recognize the need to improve and expand existing security practices in order to achieve a more efficient and compliant import, export, and in-transit process.

The Carrier agrees to develop and implement, within a framework consistent with the listed recommendations/guidelines, a verifiable, documented program to enhance security procedures throughout its supply chain process. Where the Carrier does not exercise control of a production facility, distribution entity, or process in the supply chain, the Carrier agrees to communicate the attached recommendations/guidelines to those entities.

This Agreement between CBP and the Carrier is designed to strengthen the Carrier's ability to deter illegal access to and use of its conveyances, their associated equipment and company facilities by those engaged in illegal activities. CBP and the Carrier recognize the need to take positive steps to secure the Carrier's conveyances against possible unauthorized use. The Carrier agrees to immediately begin implementation of the terms listed below on the conveyances under its control.

This agreement, once jointly endorsed, will serve as a working agreement to be used at each of the ports of entry served by the carrier along the United States and Mexico border.

Specifically, the Carrier agrees to: 

1. Complete and return the U.S. / Mexico Border Highway Carrier Supply Chain Security Profile Questionnaire within 60 days of signing and returning the Voluntary Agreement to CBP. Upon request from the Carrier, an extension, not to exceed 30 days, may be granted in order to complete the Security Profile.  Based on a risk assessment of the relevant factors involving the applicant’s submissions, CBP will retain the option of having the company’s security profile validated prior to C-TPAT certification.

2. Be prepared to jointly participate in a security site survey(s) conducted at company facilities.  CBP reserves the right to perform these surveys at their discretion.  A series of unsatisfactory site surveys may result in a reduction and/or loss of C-TPAT benefits.

3. Require, as a matter of company policy, that all of its managers, supervisors, employees and representatives cooperate fully with CBP and other law enforcement entities in an effort to deter smugglers from using the Carrier's equipment to transport contraband.

4. Establish and/or enhance security systems for foreign and domestic cargo storage and handling facilities, container yards and conveyances operated by the Carrier to prevent the improper manipulation and transportation or handling of cargo or containers.  Safeguard the use of seals and maintain a log of seal numbers used.

5. Establish security procedures that will restrict access to conveyances and prevent the lading or unlading of contraband while enroute from facilities in foreign locations to the United States.

6. Review security measures on a periodic basis to prevent unauthorized access to facilities, equipment, document processes and cargo.

7. Credentialing and background checks of employees will be conducted as required by applicable federal and state statutes and regulations.

8. All cross border drivers employed by the carrier must possess a valid Free   And Secure Trade (FAST) driver registration card, or other identification issued by CBP.

9. Maintain a current permanent employee list (foreign and domestic), which includes the name, date of birth, national identification number or social security number, and position held, and submit such information to CBP upon written request, to the extent permitted by law.

10. Ensure that all manifests, and/or bills of lading, or other documentation (including electronic data transmissions) submitted for cargo to be shipped are complete and a system is in place to verify seal numbers, weights and quantity of cargo received as appropriate.

11. Report to CBP suspicious shippers, shipping practices, or when anomalies appear in shipping documentation. Documentation anomalies can include unusual cargo value-to-shipment charge ratios, cargo that is unusually routed or unusual requests made by shippers.

12. Designate at each port of entry which it serves, a company official or representative who will assist CBP with searches of the carriers conveyances and containers upon request.

13. The Carrier should develop and utilize a photo identification system for employees and require visitors to display proper identification. Employees and visitors should only be permitted access to cargo, facilities and conveyances when required by their duties.

14. Post signs as permitted, at Carrier facilities and on conveyances that state criminal penalties for trafficking of narcotics and the Carrier's commitment to combat smuggling and terrorism.

15. Establish procedures for safely securing and isolating contraband discovered by the carrier or its employees on carrier property or on equipment under carrier control; and establish procedures for notifying CBP of such discoveries.

16. Inspect conveyances prior to departing foreign facilities or premises for unmanifested cargo, illegal drugs and contraband, as well as for false walls, floors and ceilings utilizing a search checklist.

17. Develop a plan for tracking truck movement and for accounting for every truck at the end of every business day, while ensuring that all company owned equipment is stored at a secure, company approved facility.

18. Provide CBP with requested data/information about cargo or conveyance movements, provided that the number and nature of such requests from CBP shall not be unreasonably burdensome. CBP recognizes the highly confidential and proprietary nature of such information and agrees to take appropriate steps to maintain the confidentiality of this information.

19. A security and drug awareness program should be developed and provided to employees including recognizing internal conspiracies, maintaining cargo integrity and determining and addressing unauthorized access. These programs should encourage active employee participation in security controls.

20. To the extent possible and where feasible, cooperate with CBP, domestic and foreign port authorities, foreign customs administrations, and other industry leaders, in advancing the Customs-Trade Partnership Against Terrorism (C-TPAT) and the Container Security Initiative (CSI).

Specifically, CBP agrees to:

1. CBP acknowledges that during the processing of this Agreement, CBP may become privy to confidential information of the carrier. CBP recognizes the highly confidential and proprietary nature of such information, and agrees to take the appropriate measures to maintain the confidentiality of this information.

2. Acknowledge that the prime responsibility of the Carrier lies in the safe and expeditious movement of cargo and the facilitation, to the greatest extent possible, of the Carriers legitimate business concerns not that of a law enforcement agency.

3. Consider the Carriers acceptance and implementation of the listed guidelines when making risk determinations for the purpose of cargo examinations and document reviews.

4. Review the Carriers application package and provide feedback and recommendations to the Carrier on the information provided in the Supply Chain Security Profile within 60 days of receipt.

5. Provide domestic training to the Carriers employees on a priority basis, and if feasible, provide training to employees in foreign locations.

6. Participate with the Carrier in joint security surveys at the selected facilities, both in the United States and Mexico.

7. At the Carriers request, CBP will provide a point of contact at each United States ports served by the Carrier for all matters relative to this agreement.

8. Coordinate with Carrier management press releases or information to the public that directly involves the Carriers interest. The joint and cooperative nature of this Agreement will be emphasized.

9. CBP agrees to follow certain special administrative procedures relating to the assessment and mitigation of drug-related penalties as written in the "Penalty Mitigation Guidelines" (see attachment).

10. Provide technical guidance when requested and when practical.

11. Provide informational support to the Carrier on security and smuggling issues.

12. Participate with the carrier in developing a security awareness program.

The listed recommendations/guidelines reflect the mutual understanding of the Carrier and CBP of what constitutes the appropriate elements of the carriers supply chain security.

This Agreement will be administered pursuant to a plan jointly developed by CBP and the Carrier. 

This Agreement is subject to review by the Carrier or CBP and may be terminated with written notice by either party.

This Agreement cannot, by law, exempt the Carrier from any statutory or regulatory sanctions in the event that discrepancies are discovered during a physical examination of cargo or the review of documents associated with the Carrier CBP transactions.

Nothing in this Agreement relieves the Carrier of any responsibilities with respect to United States law, including the CBP Regulations.

____________________________
Name & Title
United States Customs and Border Protection

DATE:

____________________________
Name & Title 
Service Company

DATE:







